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# 1. Введение.

Сегодня вопросам информационной безопасности в локальных сетях предприятий уделяется всё большее внимание. Однако, локальные сети - это очень сложные, многоуровневые совокупности устройств, уязвимость какого-либо узла в которых ставит под сомнение безопасность всей сети в целом. Именно поэтому важно взять под контроль надежность, доступность и безопасность сети еще на этапе ее проектирования, учитывая при этом возможные варианты сетей, их совокупности и особенности, взаимное влияние элементов сети друг на друга.

Для решения данной задачи предлагается описать типовую универсальную схему, на основе которой, путем ее оптимизации, возможно построить любую гетерогенную ЛВС, описать математическую модель, а также - произвести качественный и количественный анализ ее устойчивости к угрозам различного вида.

# 6. Заключение.